
 Homefront Protective Group Law Enforcement Training presents: 

Artificial Intelligence and Law Enforcement:  

Risks, Legal Challenges, Safety Issues, and Protecting Evidence 

4-HOUR LIVE ONLINE TRAINING 

 

Criminals are using Artificial Intelligence (AI) to fabricate identities, documents, digital photos, and evidence. 

They also use it to commit auto theft, fraud, extortion, and conceal various crimes. This course will provide advanced 

insight into the current ways criminals are using AI to commit crimes. The most commonly used Apps and AI prompts, 

along with demonstrations of how they are used to create fraudulent items, will be discussed. 
 

This course will explore the safest current methods for implementing AI in modern police agencies. It will explore 

tools that can be used by law enforcement to help authenticate documents, videos, and photos. Most importantly, 

attendees will be able to use these tools and understand how to integrate AI into today’s modern investigative landscape. 

From effective prompt engineering to the best practices for protecting evidence, this is a must-attend class for 

today’s law enforcement. 

Course Topics Include: 

• AI Definition and Common Terms 

• Prompt Engineering 

• CJIS and Compliance  

• Prompts for Police Officers 

• Authenticating digital photos, videos, and documents 

• Common Criminal Uses of AI 

• AI tools to combat crimes 

• Incorporating AI into your investigation 

• Ethical and Regulatory Considerations 

• Evidence Integrity and Risks 

•  

 

For more information, email us at info@homefrontprotect.com or visit our website at 

www.homefrontprotect.com  

 

DATE/LOCATION: October 2, 2025, Zoom Virtual Classroom 

TIME: 11am-3pm Eastern/8am-12pm Pacific  

TUITION: $175  (only credit cards will be accepted as payment) 

REGISTRATION: https://homefrontprotect.com/AILE100225  

ABOUT THE INSTRUCTOR  

George Ripley served 21 years with the York City Police Department in Pennsylvania, where he investigated more than 170 

Homicide cases.   George’s lectures address current criminal and civil trends involving artificial intelligence (AI), as well as AI-

related liability mitigation. His extensive experience includes in-depth knowledge of how AI can be used to perpetrate a variety 

of crimes. As an AI practitioner, investigative consultant, and freelance digital marketing specialist, George leverages 11 

different AI solutions daily to create videos, images, and documents. He has tested numerous AI platforms to evaluate how 

criminals could exploit them—examining the prompts, methods, and contexts that enable the creation of fraudulent materials 

such as fake receipts, counterfeit images, synthetic identities, fraudulent videos, falsified documents, and more.   
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